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Importance of Enterprise Architecture Program 

Strengthen DHR client and transaction tracking capabilities

Enable secure DHR and public access to DHR services through a
web-enabled complex

Plan for and initiate a consolidated DHR information sharing 
process to enable common client entry and integrated services  
management 

The DHR Enterprise Architecture uses a combination of technologies, 
governance, and business alignments that effectively and efficiently support of 
the agency’s services. 
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The technology component of the architecture will 
support a web-based interface and access
through the authentication services of an 
enterprise directory across a service oriented 
architecture (SOA). Integration of legacy 
systems will lead to utility enablement for core 
DHR business services.
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User Interface (UI)
Web Browser

.  Desktop Computer

.  Laptop

.  Personal Digital Access (PDA)

.  SmartPhone

.  Table PC

Access
Enterprise Security Framework
.  Enterprise Directory
.  Authentication
.  Authorization
.  Security Identity
.  Access Control/Information 

and application
.  Data Transformation

Services
Service Based Architecture
.  Component Based Architecture
.  Web Services Framework 
.  Services/.NET and Java
.  Content Services

Integration
Service Oriented Integration 
Framework
.  Data Transformation
.  Process Integration
.  Service Broker  
.  Adapters
.  Integration Service Management 
.  Messaging

Utility
Enterprise Infrastructure Service Model

.  Virtual Storage

.  Virtual Network

.  Virtual Integration Connectors

Interface

Services

Integration

Utility

Access

This roadmap incorporates the Open System Interconnection (OSI) defined: application, presentation, session, 
transport, network, data  link, and physical.

Enterprise Architecture



Office of Information Technology

Interface

Services

Integration

Utility

Access

Business Area Corresponding Technologies

Single sign-on and specialized 
access to content.

Secure access to shared data
across multiple applications. 
Better decision making capabilities.

B
usiness Intelligence (B

I)

CMIP

SNMP
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ystem
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Common Transport Semantics
(TCP/IP) Core IP Protocol

IEEE 802.11X IEEE 802.16 Frame Relay
(Q.922) GSM/GPRS/CDMA

LAN WAN PSTN WIRELESS

.NET J2EE

ASP HTML
(W3C)

XHTML
(W3C)

Voice XML
(W3C)

XML
(W3C) WML

Language 
Translation (NLS)

Voice Translation XSLT/XSL  (W3C)

JAXM 2.0SOAP 1.0 MOM JMS
HTTPS HTTP FTP SMTP

SSL WTLS TLS

Authentication Portlets Collaboration
Personalization Content Search

Web Services Portlets
WSDL WSFL UDDI WSRP

Integration Services Information Services Process Services
Business Common Services

MHDDAD DFCS Public Health Aging

Business Architecture

JSP

LDAP X.500

ODBC
Windows 2000 Unix z/OS

JDBCOLAP TP Monitor

EBXML
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HTTPS HTTP FTP SMTP

SSL WTLS TLS

Authentication Portlets Collaboration
Personalization Content Search

Web Services Portlets
WSDL WSFL UDDI WSRP

Integration Services Information Services Process Services
Business Common Services

MHDDAD DFCS Public Health Aging

Business Architecture

JSP

LDAP X.500

ODBC
Windows 2000 Unix z/OS

JDBCOLAP TP Monitor

EBXML

Web-based access to client 
services.

More secure access to
databases and client services 
across some applications.

Real-time data sharing across 
multiple applications and efficient 
development capabilities
for new client service needs.
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Enterprise Architecture Advantages

Enhanced security
Improved alignment of architectural direction with DHR 
business requirements
Improved management of service levels
Improved systems and applications interoperability
Single voice for communication of architectural direction
Stronger system development discipline to help improve 
quality and reduce cost
Technology suite simpler, easier to support, more resistant 
to technical obsolescence, and more economical to adapt to 
a wide variety of ever-changing business requirements
Unified and systematic process for the economical 
introduction and replacement of technology


